[image: ]





GUEST RESEARCHER AGREEMENT 

This guest researcher agreement (“the Agreement”) is entered into between 

[External Party] (replace with name of company/organization/or person’s name)
Business reg. no. [Insert, if relevant]
Address [Insert]
postal code and city [Insert]
Country [Insert]
(‘External Party’)

and 

University of Copenhagen
Business reg. no. 29979812
Department of [Insert]
Address [Insert]
postal code and city [Insert]
Denmark 
(‘UCPH’)

Preamble

1. The purpose of the Agreement is to regulate the Guest’s stay at UCPH.

2. It is agreed that the Guest will be affiliated with UCPH for a limited period of time in order to carry out research work during this period (“the Activities”). The Guest’s stay will not create an employment relationship between the Guest and UCPH and the Guest will neither have entitlement to wages, including pension rights and holiday, nor any other benefits. At the end of the period of the Activities, the Guest’s stay at UCPH ceases without further notice. 

If the Guest is an affiliate or employee of the External Party, the Agreement will terminate automatically if such affiliation with or employment of the External Party ceases for any reason. 


A. The Guest: 
Guest’s Name (the ‘Guest’): [Insert]
Period of visit: [Insert]
Employment/affiliation (tick one box):  
☐ [name of institution/company]
☐ None (no employment or affiliation)

[bookmark: _Hlk139356513]If there is no employment or affiliation, tick ‘none’. In this case, ‘Guest’ and ‘External Party’ is one and the same (i.e., if the Guest is not employed, e.g. a student or an emeritus, the Guest is the External Party as well as the Guest).
Type of stay (tick one box) [insert]: 
☐ Master student
☐ Scholarship holder
☐ PhD student
☐ Post Doc
☐ Emeritus
☐ Other, ____________

B. The Project: 
Project Title and a short resume: [Insert] 
(The resume will inter alia serve as a guideline in connection to the assessment of an invention e.g. if it is made in a particular project)
Group Leader and Department: [Insert]

The Guest will be working on (tick one box):
☐ (i) UCPH Project 
☐ (ii) Guest’s Own Project 
☐ (iii) A project, which will be subject to a separate agreement attached as an addendum (the ‘Addendum’) to this Agreement
☐ (iv) A project which is already subject to an agreement between the External Party and UCPH regulating the IP rights.

If the Guest primarily will be working on a research project vested at the Department (and in particular, if the funding of the project is subject to external funding such as but not limited to, Innovation Fund Denmark, the Danish National Research Foundation, private entities subject to collaborative agreements), box (i) must be ticked.


C. Data Processing Agreement
Will the Guest be required to process personal data on behalf of UCPH based on the instruction of UCPH and in connection with the stay at UCPH?

☐ Yes (Either Appendix 1 or Appendix 2 shall apply and must be signed prior to any data processing taking place)
☐ No (no appendix applies)

If “Yes” has been ticked, the contact persons mentioned in the data processing agreement are:

The data controller:
Name: [Insert]
Tel.: [Insert]
Email: [Insert]

The data processor:
Name: [Insert]
Tel.: [Insert]
Email: [Insert]


If the Guest only processes personal data on it-equipment, which comply with the security requirements at UCPH, e.g. store data on the S-drive (or SIF) and does not use a sub-processor, use Appendix 1.

If the Guest processes personal data on it-equipment, which does not comply with the security requirements at UCPH, or store data elsewhere than on the S-drive (or SIF) and/or does use a sub-processor, use Appendix 2. 
 

D. Miscellaneous: 

The Guest will receive a key and/or an access card. 

UCPH can choose to provide for resources: 
Insert as relevant:

[space, equipment, supplies, personnel, or other research support for the Guest].

For External Party[endnoteRef:1]			For UCPH [1: ] 



Date: 				Date:



_________________			________________________
Name:			Name:
Title:			Head of Department



Read & acknowledged by
(if Guest is different from External Party)
Date: 
Name: 
Guest: 


Approved by Guest responsible: 
By signing, you acknowledge to be responsible for introducing the Guest to UCPH rules and regulations applicable to scientific work and for educating the Guest in the UCPH Data Management and IT-Security policies and, if applicable, handling personal data subject to General Data Protection Regulation (GDPR)

Date: [Insert]
Name, title: [Insert]
Signature




TERMS AND CONDITIONS OF GUEST RESEARCHER AGREEMENTS


The Guest’s Personal Data 

UCPH will process the Guest’s personal data in order to register the Guest’s stay with UCPH and, in doing so, provide the Guest with access to UCPH’s systems. UCPH will process personal data in accordance with the rules of Article 6(1)(b) of the General Data Protection Regulation (GDPR), which allows UCPH to process data required for the fulfilment of a contract.

The Guest’s data will be stored in UCPH’s systems. Once the Guest is no longer affiliated with UCPH, the information will be archived in accordance with the rules of the Danish Archives Act (in Danish: Arkivloven).

Guests may learn more about their rights under GDPR in UCPH’s privacy policy, which is available at www.informationssikkerhed.ku.dk/english/ along with information about UCPH’s data protection officer.


Confidentiality and IT-Security

The Guest must observe confidentiality in relation to any and all information regarding research and other sensitive information that the Guest becomes aware of during the stay at UCPH, including, but not limited to, confidential information, data, personal data, trade secrets or other similar information, c.f. Section 152a of the Danish Criminal Code (in Danish: Straffeloven). The Guest may not, without prior individual written agreement, download, copy and/or remove confidential material. In addition, the Guest is required to comply with UCPH’s information security policy, which is available at www.informationssikkerhed.ku.dk/english/.

Right and ownership Background Knowledge

Background Knowledge (i.e. a Party’s unpublished knowledge in the form of data, unpublished inventions or other specialised unpublished knowledge, whether it is or can be protected, and intellectual property rights derived thereof), which a Party makes available for the purpose of carrying out the Activities, shall remain the sole property of that Party during as well as after the completion of the Activities.

Results 

If box B. (i) has been ticked (UCPH project): 
[bookmark: _Hlk139356211]Results created by the Guest while carrying out the Activities, including software, inventions, patent applications, patents, know-how, data and any other intellectual property rights, shall be owned by UCPH. The Guest is obliged to inform UCPH immediately of such results created and to provide UCPH with all relevant details in order to enable UCPH to apply for patent protection. Inventions that may be exploited commercially shall be transferred to UCPH on the same terms and conditions as other internal UCPH participants in a project, pursuant to Act No. 347 of 2 June 1999 on inventions at public research institutions.

Copyright to any software generated by the Guest during the Activities shall be owned by UCPH. The Guest and the External Party will not receive any compensation in this respect, unless other internal UCPH participants in the Project receives compensation, in which case the Guest shall be treated as other internal UCPH participants in the Project.

The Guest agrees to execute and deliver all such assignments and other documents as UCPH may reasonably require regarding transfer of rights.  

Upon termination of this Agreement, the Guest will return all data and other materials related to the Activities at the UCPH.

Publication of the results generated during the Activities requires UCPH’s prior written consent.

If box B. (ii) has been ticked (Guest’s Own Project):

If the Guest brings own projects and the Activities consist of work on those projects primarily (“Guest’s Own Project”), External Party and the Guest, depending on applicable laws and policies may retain any ownership and rights to results created by the Guest, except in the following situations: 

(a) The Guest’s Own Project is funded by UCPH and/or through UCPH (e.g., by other parties providing money to UCPH); and/or
(b) The Guest’s Own Project is carried out using UCPH intellectual property (and Guests employer does not have a commercial license to such UCPH intellectual property).
 
Further, for the avoidance of doubt, in case the Guest, in addition to working on Guest’s Own Project, contributes to UCPH projects, the provisions relating to UCPH Projects above shall apply. 
 
Neither UCPH nor any employee are waiving rights to any results. In addition, no licenses to such results are being granted by UCPH or any employee. Consequently, if any specific rights or licenses are desired by the Guest or External Party to any results created in situations covered by (a)-(c) above, such rights must be separately requested and negotiated. Any licenses for UCPH-owned results must be requested and negotiated through UCPH’s IP & Legal via techtrans@adm.ku.dk.

If box B (iii) has been ticked (separate agreement):
The agreement regulating the results created by the Guest while carrying out the Activities, including software, inventions, patent applications, patents, know-how, data and any other intellectual property rights, shall be appended to this as an Addendum. 

In case of inconsistencies between this Agreement and the Addendum, the latter shall prevail. 

Publication of Research Results

It is expected that all significant results generated in connection with the Activities will be published. Authorship will be determined in accordance with scientific custom.

Liability

UCPH shall be liable for damages only in the event of wilful misconduct or gross negligence caused by UCPH.

External Party agrees to indemnify, defend and hold harmless UCPH and its employees from and against any claim, loss, damage, cost, expense, liability or injury of any nature whatsoever arising out of or related to the acts or omissions of the Guest made while on UCPH’s premises or otherwise during the Activities.

 

Governing Law and Venue

This Agreement shall be governed by and construed in accordance with the laws of Denmark, without regard to its conflicts of law doctrines. Any disputes that cannot be settled amicably by the Parties shall be settled by a Danish court. The Parties agree on the Danish Maritime and Commercial High Court in Copenhagen as the venue of first instance.

Miscellaneous

The obligations of the Parties that according to their content are intended to be in effect for longer shall survive termination of the Agreement.

The Parties agree that each may execute the Agreement by: (i) authorised application of a Party’s scanned digital signature of an electronic document; or (ii) by a validated electronic signature (e.g. DocuSign). Delivery by electronically transmitted copy (e.g. Adobe PDF file format) of the Agreement shall be deemed valid and acceptable to the Parties.




Appendix 1

Applicable only when processing data exclusively on UCPH systems.
Data Processing Agreement 

With effect from the date of signature of the Agreement (the ‘Effective Date’), the following Data Processing Agreement has been concluded between:

University of Copenhagen (the ‘data controller’)

and

The External Party (the ‘data processor’)


(in the following also collectively the ‘Parties’ and individually the ‘Party’)


1. DEFINITIONS
1.1. (The) ‘Data Processing Agreement’ means this Appendix 1. 

1.2. The ‘General Data Protection Regulation’ means Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC (General Data Protection Regulation) (as amended). 

1.3. The ‘Danish Data Protection Act’ (Databeskyttelsesloven) means the Danish act No. 502/2018 as amended, containing supplementary provisions to the Regulation on the protection of natural persons with regard to the processing of personal data and on the free movement of such data. 
1.4. The ‘Data Protection Rules’ mean the General Data Protection Regulation, the Danish Data Protection Act and all ministerial orders issued pursuant to the General Data Protection Regulation and the Danish Data Protection Act, case law and the decisions of the Danish Data Protection Agency.

2. PURPOSE OF THE DATA PROCESSING AGREEMENT 

2.1. The Data Processing Agreement governs the Parties’ obligations under the Data Protection Rules in connection with the data processor’s affiliation to UCPH. 

2.2. In connection with the collaboration, the data processor must, on behalf of the data controller, perform the tasks described in Appendix 1a. 

3. THE DATA CONTROLLER’S OBLIGATIONS 

3.1. The data controller is obliged to instruct the data processor in how to process personal data. The instructions are stated below. Any changes to the instructions must be agreed in writing in advance. 

3.2. If the data processor is to process confidential or sensitive personal data (see the instructions), and the data processor needs technical equipment for the processing, the equipment must be in line with the security requirements of the data controller.

3.3. The data controller is obliged to inform the data processor about how personal data must be processed. 

3.4. Data must be saved on UCPH - S-drive, SIF, H-drive or another UCPH approved Secure drive.

3.5. The data controller’s instructions to the data processor and the description of the tasks to be performed by the data controller are stated in Appendix 1a. 

4. THE DATA PROCESSOR’S OBLIGATIONS

4.1. The data processor acts solely on behalf of and on written instructions from the data controller in connection with the performance of the agreed tasks under the Project. The data controller is thus the sole party who decides the purposes for which personal data may be processed. 

4.2. The data processor is obliged to comply with the Data Protection Rules. 

4.3. The data processor must ensure that only the data processor in question and the data controller and other persons appointed by the data controller have access to the personal data.

4.4. Without the data controller’s instructions, the data processor must not disclose data of which the data processor has come into possession in the data processor’s performance of the task as data processor. Nor may the data processor use or process data from the data processing task for the data processor’s own purposes or for purposes other than those stipulated by the data controller.

4.5. The data processor is obliged to meet the below security measures: 

· The data processor must only use it-equipment which comply with the security requirements at UCPH.

· If, in connection with the data processing assignment, it becomes necessary to send sensitive or confidential personal data by email, this must be done by the data processor using his or her KU-mail to send the email to the data controller’s KU-mail. The data processor must not send the personal data to any other email addresses, and the data processor is therefore also obliged to demand that his or her KU-mail account has not been set up so that emails are automatically forwarded to another email address. If the data processor does not have a KU-mail the data processor must use a UCPH approved encryption solution - e.g bluewhale or similar solution - to send the aforementioned email to the data controller’s KU-mail. The data processor must not send the personal data to any other email addresses.

· Data storage media (e.g. USB keys) and prints must be stored securely and must, where technically feasible, be protected by passwords, so that they are not accessible to unauthorised persons. USB keys must be encrypted.

4.6. If the data processor brings their own equipment e.g. computer or similar hardware to UCPH, UCPH reserves the right to monitor the equipment to ensure compliance with relevant standards and policies, including GDPR requirements. The data processor agrees to cooperate with UCPH in allowing such monitoring and to adhere to any guidelines provided by UCPH regarding the use of their equipment. This monitoring of the equipment is necessary to ensure the security and proper compliance in accordance with the Data Protection Rules. 


5. DUTY OF CONFIDENTIALITY

5.1. In connection with the processing of personal data, the data processor will be subject to the confidentiality rules applicable to public administration staff. Reference is made to section 27 of the Danish Public Administration Act (Forvaltningsloven) and sections 152-152 f of the Danish Criminal Code (Straffeloven).

5.2. The data processor must keep the personal data confidential and is thus only entitled to use the personal data in the performance of his or her obligations under the Data Processing Agreement. 

5.3. The data processor’s duty of confidentiality will remain in force also after termination of the agreement.
 
6. SUB-PROCESSORS

6.1. The data processor must not assign the processing of the personal data to other parties without the data controller’s prior written permission. 

7. DATA PROCESSING OUTSIDE UCPH’s SYSTEMS

7.1. The data processor must not process the personal data outside UCPH’s systems without the data controller’s consent. 

[If the data processor needs to process personal data outside UCPH’s systems. The data processor must sign a more restrictive data processor agreement cf. appendix 2]

8. DUTY OF NOTIFICATION

8.1. The data processor is obliged to immediately notify the data controller of any deviation from the requirements in the Data Processing Agreement, e.g. in the event of:
· any deviation from instructions provided 
· any suspicion of breach of the duty of confidentiality
· any suspicion of unauthorised use, loss and alteration of data
· any accidental or unauthorised disclosure of, or access to, the personal data processed under this Data Processing Agreement.

8.2. The data processor informs relevant contact persons about security breaches and informs without undue delay the information security section of UCPH in an e-mail to securitybreach@adm.ku.dk. In case of serious data security breaches or similar serious unintended events, the data processor must, prepare a written report at the data controller’s request. 


9. CONTACTS
9.1. The persons mentioned in Section C of the Agreement are the Parties’ contacts: 

10. COMMENCEMENT AND TERM

10.1. The Data Processing Agreement will enter into force on the Commencement Date. 

10.2. The data processor is entitled to terminate the Data Processing Agreement by written notice to the data controller at one month’s written notice, subject, however, to the condition that the personal data are returned or erased beforehand. 



Appendix 1a - Description of the tasks to be performed by the data controller.

	Title of research project
	[Insert]

	Workzone number

	[Insert]

	For what purposes are data to be processed?

	[Insert]

	Type(s) of processing to be performed by the data processor:

(Collection, transcription, etc.)

	[Insert]

	Approximate number of data subject (persons that the processed data concerns)

	[Insert]

	What type of data is to be processed?

(Name, age, gender, nationality, health data, significant social problems, etc.)
	[Insert]

	What type of data is involved?
- General personal data 
(Name, address, email, age, self-published data, etc.)
· Confidential personal data
(Civil registration number, grades, significant social problems, etc.)
· Sensitive personal data
(Health data, race, political beliefs, etc.)
	Tick when the Agreement is entered into 
☐ General personal data
☐ Confidential personal data
☐ Sensitive personal data

	Which categories of data subjects are to be processed? 

(Adults or children 0-17 years of age. Specify whether the data subjects have specific features, such as physical, mental or cognitive disorder, language difficulties, abuse, etc.)

	[Insert]

	Enter the time period for the data processor’s processing of personal data and the end date.

(Start and end date)
	[Insert]

	Other information/agreement:

	[Insert]





[image: ]Appendix 2


[To be used processing data outside of UCPH systems and/or when using sub processors.]


Find the updated agreement here:
https://kunet.ku.dk/work-areas/research/data/personal-data/dataprocessors/Pages/default.aspx 


ADDENDUM 
(only applicable if box B (iii) has been ticked and no other research collaboration agreement is entered, and only effective, if signed below)
Addendum 1 to guest researcher agreement  
It is a prerequisite for using this addendum that GUEST is employed by PARTY. Further, this Addendum cannot be used where the Guest is working on a) own project, UCPH project, or a project regulated by a research collaboration agreement already entered into by PARTY and UCPH.


WHEREAS UCPH and the party having signed the Agreement (‘PARTY’) wish to further regulate the intellectual property provisions in the Agreement, UCPH and PARTY have agreed to this Addendum 1.
1. This addendum 1 to the Agreement (‘Addendum 1’) is supplementary to the Agreement.

2. ‘Foreground Knowledge’ shall mean software, inventions, patent applications, patents, know-how, data and any other intellectual property rights generated as a result of the Activities as defined in the Agreement. Copyright in publications is explicitly exempt from Foreground Knowledge.

3. ‘Invention’ shall mean Foreground Knowledge which may enjoy protection as patent or utility model or software under the generating party’s national law.

4. PARTY and UCPH respectively shall own the Foreground Knowledge created solely by that party’s employee(s). Foreground Knowledge created jointly by employees of PARTY and UCPH shall be jointly owned by the parties according to their respective intellectual contributions.

5. Inventorship and/or authorship of intellectual property shall be governed by national intellectual property law applicable for the respective party, and each party represents that it has or will, when relevant, obtain assignments of any and all rights in and to Inventions and any and all intellectual property rights thereof from its respective employee(s).

6. PARTY and UCPH are each entitled to utilise any published Foreground Knowledge not constituting an Invention, free of charge during and after the stay.
 
7. PARTY and UCPH are each entitled to make scientific use of jointly owned Foreground Knowledge within any scientific field, free of charge during and after the stay. Commercial exploitation, including patenting, of any jointly owned Foreground Knowledge shall require agreement between the parties, based on good faith negotiations.

8. The parties recognise that research institutions are obliged to publish scientific publication and disseminate its research activities and achievements in a concise, clear and popular way to the public.

9. PARTY and UCPH shall each be entitled to publish its own Foreground Knowledge. Foreground Knowledge jointly owned by the parties may be published jointly by the parties, or, in the case that one of the parties does not wish to participate in the publication, the other party shall be entitled to publish said Foreground Knowledge on their own, such publication to be carried out in accordance with academic customs. Authorship shall follow the rules laid down in the Danish Code of Conduct for Research Integrity and/or equivalent national codex. Substantial contributions to the work shall always be disclosed accordingly, even if a party does not wish to participate in the publication.

10. A party who wishes to publish Foreground Knowledge shall notify the other party at least thirty (30) days prior to the intended time of submission of such publication (“Notification Date”) and forward a copy of such publication to the other party. Within thirty (30) days from the Notification Date, the other party can request that the publication is postponed by up to ninety (90) days from the Notification Date, provided that the party in question:
i) Proves that the postponement is important for that party’s prospects of acquiring intellectual property rights protection of the knowledge the other party wishes to publish, or
ii) Justifies that the publication contains its own Background Knowledge or confidential information. 


UCPH			PARTY



________________________		__________________________
Head of Department		[SAME SIGNATORY as Agreement]




Approved by Guest responsible: 


Date:


____________
Signature
Version June 2024
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